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API Legacy

En el contexto de la migracién del proyecto SICOF, se ha identificado la necesidad de desarrollar una
APl Legacy que permita la comunicacion entre las aplicaciones legacy de la empresa (SICOF, BPP y
Rentas) con los nuevos servicios y microfrontend. Esta APl actuara como un puente entre el pasado y
el futuro, facilitando la integracién de datos y procesos entre los diferentes entornos tecnolégicos.

Objetivos

Los objetivos principales del desarrollo de la APl Legacy son:

« Facilitar la migracion de datos: La API proporcionard un mecanismo estandarizado para la
transferencia de datos de sesidn entre las aplicaciones legacy y los nuevos sistemas
microfronend, minimizando la necesidad de reescritura de cédigo y simplificando el proceso de
migracion.

* Exponer funcionalidades legacy: La API permitira exponer las funcionalidades clave de las
aplicaciones legacy a los nuevos sistemas, permitiendo su reutilizacién y evitando la necesidad
de replicarlas desde cero.

* Promover la integracion: La APl servird como base para la integracion de las aplicaciones
legacy con los nuevos sistemas, permitiendo una comunicacion fluida y el intercambio de
informacién en tiempo real.

Arquitectura

La API Legacy se basara en una arquitectura RESTful, siguiendo los principios de disefio de APIs REST.
Esto permitird una facil integraciéon con las aplicaciones legacy y los nuevos sistemas, utilizando
protocolos HTTP estandar y formatos de datos como JSON.

Componentes
La APl Legacy estara compuesta por los siguientes componentes:

Capa de acceso a datos

Esta capa encapsulara el acceso a las bases de datos de las aplicaciones legacy, proporcionando una
interfaz Unica y simplificada para la consulta y manipulacién de datos.

Se define el siguiente modelo.

/**

* The Class FrontendConsumingUrlDto.

*/

@Schema(description "Entidad que almacena los registros de tokens
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heredados para consumo microfronend."
@Data
FrontendConsumingUrlDto Serializable

/** The Constant serialVersionUID. */
long serialVersionUID 1L

/** The id. */
@Schema(description "Identificador del registro."
Long id

/** The microfrontend url. */
@Schema(description "url del microfronend desplegado."
String microfrontendUrl

/** The path param. */
@Schema(description "Parametro que contiene la cadena de la sesidn
encriptada que serd utilizada en la inicializacién del microfrotnend."
String pathParam

/** The consume status. */
@Schema(description "Estado del registro. Es utilizado para validar si
el token heredado estd vigente."
String consumeStatus

/** The uuid. */

@Schema(description "Identificador del token heredado."
String uuid

Capa de logica de negocio

Esta capa implementara la légica de negocio especifica de las aplicaciones legacy, exponiendo las
funcionalidades de estas aplicaciones a través de la API.
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ApiLegacyMicrofrontend “====

0L VL 5883 - Server UL enwiicamen|

apl-legacy-microfrontend-controller =

La documentacién del api se expone en los siguientes endpoint.

e Documentacion OpenAPI: JSON de documentacién del servicio.
e Documentacion Swagger: Visor Swagger de documentacién del servicio.

Seguridad

La seguridad de la APl Legacy sera una prioridad absoluta. Se implementaran medidas de seguridad
como autenticacidn, autorizacidn, cifrado y validacion de datos para proteger la informacion
confidencial y garantizar la integridad de las transacciones.

Integracion del API Legacy: Escenarios y Tipos

El API Legacy se integrard con las aplicaciones legacy y los nuevos sistemas de diversas maneras,
abriendo un abanico de posibilidades para la migraciéon y el desarrollo futuro. A continuacién, se
describen algunos de los escenarios de integracién mas comunes:

Integracion Microfrontend

El API Legacy se debe utilizar para implementar una arquitectura de microfrontend, donde cada
aplicacién frontend se integra con el API para autorizar el acceso a las funcionalidades que se migran.
Esta estrategia facilita el desarrollo y mantenimiento de las aplicaciones frontend, ya que cada una
puede ser desarrollada y actualizada de forma independiente.
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El flujo para autorizar los accesos desde aplicaciones legacy es:

Paso 1

Las aplicaciones legacy consumiran la url del microfrontend y enviaran un parametro llamado
legacyToken de tipo string.

Paso 2

El parametro legacyToken es un string con el siguiente formato contextClient@uuid el cual al ser
separados por el simbolo @ se obtendran 2 fragmentos.

e contextClient: Cddigo del cliente.
* uuid: token de autenticacion.
e separador: Caracter de separacion de los fragmentos del token legacy. Por defecto se define

@

Ejemplo: legacyToken=bello-dev@180A072B7AC858EFEQ6

+ contextClient: bello-dev
e uuid: 180A072B7AC858EFE06
e separador: @

Paso 3

Se debe consumir el método del api autenticate-microfrontend-launcher el cual puede ser
consultado en la documentacion de la Capa de logica de negocio y pasar el contextClient como token
en el header y el uuid como parametro.

Si el uuid esta vigente se devolveran los parametros de sesidn encriptados con el cédigo 200. Lo que
permitira el acceso a la funcionalidad.
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Si el uuid esta vencido o es invalido se devolvera una excepcion con el cddigo 500. Lo que evitara el
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acceso al microfrontend.
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Paso 4

Al realizar la autenticacién de forma correcta se obtendra un hash que contendra los parametros de
sesién pero estaran encriptados por lo tanto se debe consumir el servicio decrypt-legacy-secure-
token el cual recibird 2 argumentos uno en el header llamado token el cual recibira el contextClient y
un parametro secureToken donde se le enviara el hash obtenido del proceso de autenticacion como
se ve en la imagen.
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